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 Challenge Autoregressive (AR) models hide forgery 
artifacts in the discrete latent space, not pixels, 
challenging existing detectors.

 Key Insight: Distribution Discrepancy Real and AR-
generated images show a stark Discrete Distribution 
Discrepancy. Real data has a long-tail token distribution; 
fakes show concentrated high-frequency usage. 

 Performance comparison on ARForensics dataset. 

 Performance comparison on GAN-based synthesis using ForenSynths test set.

 Performance comparison on Diffusion-based generation using GenImage test set.

 D³QE: First leverages core discrete 
distribution bias  for AR detection.

 Dataset: Release ARForensics for 
future forgery research.

 Strong performance on ARForensics 
and cross-paradigm generalization.

 The D³QE pipeline fuses discrete features (from VQVAE) and semantic 
features (from CLIP). Our D3AT and D3ASA module processes quantization 
error, guided by distribution discrepancy, for robust classification.
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Arxiv D³QE: A framework analyzing codebook distribution 
bias & quantization error.

 D3AT: A transformer integrating distribution statistics 
into attention.

 ARForensics: The first large-scale benchmark for AR 
detection (7 models)

Figure 1: Token 
Distribution Bias.
Real data: long-tail 
token usage.
Fakes: concentrated, 
high-frequency bias.

Figure 2: Codebook 
Activation Difference.
Heatmaps: Real (a) 
balanced codebook. 
Fakes (b) polarized 
hotspots. (c) Core 
artifact for detection.

 The core D3ASA module 
enhances self-attention 
by incorporating global 
codebook usage statistics.

 ARForensics: The first large-scale benchmark 
for AR image detection. 152K diverse images 
from 7 mainstream AR models, providing a 
robust testbed for next-gen forgery forensics.
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